Warning: Malware Attack

We are aware that there is malicious software that is propagated fraudulent emails identifying logos
of trusted entities, in order to give credibility to the message.

We are aware that there is malicious software that is propagated
fraudulent emails identifying logos of trusted entities, in order to
give credibility to the message.

If you have accessed the LINK and executed the file, do not use the Bank access and immediately
ask for technical intervention to clean up Malware on your equipment.

We remind you that ICD Bank:

It does NOT require software installation or update

DOES NOT send SMS with links

DOES NOT send Email with links

DOES NOT request the full Multichannel Code (the 7 digits)

DOES NOT ask for mobile number

DO NOT request, by phone or other means, the Authorization Code sent by SMS

DOES NOT simulate transactions with Customers



